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Introduction





As described in [1], the DII Common Operating Environment (COE)  concept is best described as an architecture that is fully compliant with the DOD Technical Architecture for Information Management (TAFIM), Volume 3 [2], an approach for building interoperable systems, a reference implementation containing a collection of reusable software components, a software infrastructure for supporting mission-area applications, and a set of guidelines, standards, and specifications.  The guidelines, standards, and specifications describe how to reuse existing software and how to properly build new software so that integration is seamless and, to a large extent, automated.  DOD is operating under a directive that all new C4I systems and other systems, which interface to C4I systems, shall be in compliance with the Joint Technical Architecture (JTA) [3]. The JTA in turn mandates use of the DII COE.  The JTA is being expanded in scope to address weapons systems as well. 





The COE is primarily concerned with the executable environment of a system and is specifically designed to be programming-language neutral. It does not state a preference of one language over another, but leaves the selection of a programming language to higher-level standards profile guidance and programmatic considerations. 





The COE is a “plug and play” open architecture. The current reference implementation is designed around a client/server model. The COE is not a system; it is a foundation for building an open system. Functionality is added to or removed from the target system in manageable units, called segments. Structuring the software into segments allows considerable flexibility in configuring the system to meet specific mission needs or to minimize hardware requirements for an operational site. Site personnel perform field updates by replacing affected segments through use of a simple, consistent, graphically oriented user interface.





The DII COE was initially based on work from the C4I arena, but it has been expanded to encompass a range of other functional areas including logistics, transportation, base support, personnel, health affairs, and finance. Three representative systems that use the DII COE are the Global Command and Control System (GCCS), the Global Combat Support System (GCSS), and the Electronic Commerce Processing Node (ECPN) system.  All three systems use the same infrastructure and integration approach, and the same COE components for functions that are common between the systems. GCCS is a C4I system with two main objectives: the replacement of the World-Wide Military Command and Control System (WWMCCS) and the implementation of the C4I For the Warrior concept.  GCCS is already fielded at a number of operational CINCs and in calendar year 1996, achieved the first objective of replacing all WWMCCS systems. GCSS is under development and is targeted for the warfighting support functions (logistics, transportation, etc.) to provide a system that is fully interoperable with the warfighter C4I system. Implemented to its fullest potential, GCSS will provide both warfighter support to include reachback from deployed commanders into the CONUS sustaining base infrastructure, and cross-functional integration on a single platform. ECPN is also under development and is to provide the foundation for paperless exchange of business information, including funds transfer, using electronic media. A number of other programs that are in the early stages of development have committed to using the DII COE, and several programs have committed to migrating their existing systems to the DII COE.





A Component Based COE?





There is general agreement on the goal of constructing software systems by assembling existing software components.  The advanced technology group within the DII COE engineering office is interested in exploring requirements, issues and viability of evolving a future version of the COE to a component based architecture.  
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General information is available at the DII COE Home Page - http://spider.osfl.disa.mil/dii


























