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1 The CoABS Grid Vision

1.1 Goal & Approach

The Grid Vision (document) will:

· capture a common, shared technological vision among the CoABS community which will lead to the definition of service requirements and specifications for the Grid and its components

· capture an operational concept that can be used to demonstrate the military utility of the Grid using specific operational scenarios

· define a process that leads from the vision to implementation of the Grid (drawing upon existing and new technology from the CoABS and other communities), in a phased manner over the life of the program

GITI/ISX is coordinating the CoABS Grid Vision document.  We have already received a input from the larger CoABS community and plan to use a series of drafts of this evolving document to solicit more input.  Thanks to those who have contributed thus far and to those who respond with additional input!

1.1.1 Current Status of this Document

The approach we have currently taken is to initially focus on technological vision (versus operational vision) that will lead to defining Grid requirements and ultimately Grid specifications and implementation as follows:

· Define a set of Unified Modeling Language (UML) use cases (see below).

· Use these use cases to elicit, capture, and validate high-level requirements for the Grid, treating Grid services as black boxes.  

· Instances of use cases are scenarios that can be fleshed out into operational scenarios as part of the operational vision (and also to validate that the use cases are right).

Refine these high-level requirements into more detailed ones, using object-oriented software engineering techniques (UML, etc.)

Our intent is to refine the specifications that emerge to allow use of existing and emerging components from the CoABS community to the extent possible.

1.1.2 Use Cases

Use case modeling modeling technique that describes what the system should do (or does).  It was created by Ivar Jacobsen (1994) based on work on AXE system at Ericsson and has been widely used in OOSE.  Use case modeling is supported by the Unifed Modeling Language (UML).   The brief description below is abstracted from The UML Toolkit by Eriksson and Penker (1998).

The elements of use case modeling are:

· the system being modeled:

The system is a software system, a machine, or a business being modeled.  It defines the scope of the system in terms of its behavior (actors and use cases).

· actors: 

An actor is someone or something that interacts with the system (i.e., sends/receives message to/from system).  An actor can be a human user, another system, a device, etc.  An actor represents a role, not a particular user.  A user can play multiple roles and a role can be played by multiple users.

· use cases:

A use case is a sequence of actions a system performs that yield an observable result of value to a particular actor.  A use case describes an interaction of one or more actors with the system.  A use case is typically described in English using terminology of the customer/user and may contain actions, variants, exceptions, and pre/post-conditions within the use case.  In UML use case diagrams, use cases are linked to actors and other use cases.  Other UML diagrams can be used to show the actions within a use case.  A particularly instance of a use case is a scenario.   In OOSE, a use case is refined into collaborating objects.

For example, in a library system, the actors might include a librarian, customer, nationwide interlibrary/catalog systems, etc.  The use cases for the customer actor, acting indirectly through the librarian actor, include borrow book, return book, reserve book, etc.

Some of the beneficial functions provided by use cases include:

· decide and describe functional requirements of sys

· give clear/consistent description of what the system should do

· provide a basis for performing system tests that verify the system (i.e., does it provide the requested functionality?)

· provide ability to trace functional requirements into actual classes and operations in the system

The process for use case modeling (using UML) is iterative and incremental and contains the following activities:

· define system

· find the actors and use cases

· describe the use cases

· define relationships between use cases

· validating the model

The use case models are then used for subsequent OO analysis/design activities.

1.2 Strawman Grid Vision

The CoABS Grid has been described before as a system of agents that constantly adjusts to entering and leaving agents, and maintains a state analogous to homeostasis in a distributed electronic environment. When agents enter the grid, they receive status information and their activities are quickly modified and integrated with other activities in the grid.

The Grid is intended to provide a completely distributed environment within which agent systems and individual agents can participate in a broader community of agents, utilizing services and capabilities provided by other participants or the Grid itself. At the same time the Grid is intended to be as non intrusive as possible. In particular, the Grid does not require that agents use standard agent communications languages, standard protocols, or standard services. In order to achieve communication with the Grid, and through it to other agents and agent systems, the use of facilitators, wrappers, or translators, is envisioned.

2 Grid Use Cases

The preceding section described the general approach to use case modeling.  In determining the grid use cases, a set of actors was enumerated.  The interaction of these actors with the Grid was then captured as use cases. 

2.1 System - The Grid, Assumptions

The “system” (in the UML use case modeling sense of “system” as defined in the previous section) is the Grid infrastructure.  As shown in the figure below, this infrastructure can support multiple, distributed, interoperating Grid-Aware Agents and agent groups (teams) employing heterogeneous agent architectures.  For example, as shown in the figure two groups of OAA agents may interoperate with a group of RETSINA agents, agents employing some other agent architecture, and single agents.  Note that only one agent of each group need be grid-aware.  It can also support single Application Agents interacting with other application agents, teams of agents, and grid services.  

The grid services, implemented by Grid Service Agents, provide the grid services.  The Grid itself will employ a specific agent architecture (to be determined) that supports the communication and control of Grid Service Agents such as Broker Agents, Security Agents, etc.  Like Application Agents, Grid Service Agents are distributed over networks.


[image: image1.wmf]Agent

Group A

(OAA)

Agent

Group B

(RETSINA)

Agent

Group C

(OAA)

Agent

Group D

(other)


Figure 1.  Agents and Agent Groups on the Grid.  Black circles are Grid Service Agents.

2.2 Actors

An initial determination of actors (in the UML use case modeling sense of the “actor” as defined in the previous section) includes the following (these are described in more detail) below:

· Application End Users (AEU)

· Grid Administrators (GAD)

· Grid-aware Agents, shown in the figure below, including

· Application Agents (AA)

· Grid Service Agents (GSA
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Figure 2.  Type Hierarchy (Partial) of Agents

2.2.1 Application End Users

An Application End User (AEU) is a human user that interacts with the Grid through an Application Agent (AA).  An AEU tasks (either explicitly or implicitly) an agent-based system (ABS) consisting of one or more AAs.  This tasking is through HCIs or other interfaces to the AA.  (These interfaces and interaction between an AEU and ABS/AA is outside the scope of the Grid).  An AA may access the Grid’s AAs, resources, and services on behalf of the AEU. 

2.2.2 Grid-aware Agents

A Grid-Aware Agent (GA) is an agent that can access the Grid by plugging into its lower-level infrastructure.  This in turn allows the agent to access or provide services to other Grid-aware agents.

2.2.3 Application Agents

An Application Agent (AA) is a Grid-Aware Agent that has some of the following characteristics:

· comes and goes from the Grid

· finds and recruits other agents to solve subtasks

· interacts with other AAs (as dynamic teams forming Agent-based Systems), both directly and indirectly (through mediating Grid Services)

· makes its capabilities available to other AAs on Grid 

· may represent a particular Application End User or (agent-wrapped) external/legacy system

Application Agents include:

· problem-solving agents (for planning, analysis, interfacing with end users, etc.)

· agents for tasking/controlling teams of problem-solving agents, facilitating team communication (at the team/problem-level)

· Resource Management Agents (RMAs), which mediate access to a resource (a particular resource or a class of resources) such as a device or data source

· Factory Agents (FAs), which create other application agents (i.e., an agent that instantiates sentinel agents to monitor for specific conditions)

· agents providing services such as translation, mediation, etc.

· agents wrapping external/legacy systems etc

2.2.4 Grid Service Agents

An Grid Service Agent (GSA) is a Grid-Aware Agent that has the following characteristics:

· comes and goes from the Grid

· provides services for use by other Grid-aware agents

· are controllable by a Grid Administrator (via the Grid Management Agent)

Grid Service Agents include:

· Grid Registration Agent - provides white pages service (to locate GAs)

· Grid Broker Agent - provides yellow pages service, supporting the posting of requests, capabilities, etc.  Provides lookup and possibly matchmaking capability.

· Grid Security Agent - provides security services such as GA authentication, access verification, etc.

· Grid Management Agent - provides Grid status information to other GAs and supports a Grid Administrator’s control of GAs, especially GSAs.

· Grid Logging Agent - provides logging and checkpointing capability.  I.e., the ability for a GA to write to the (distributed) log, query it, etc.  This also includes saving of state information to checkpoint a GA.

· Grid Event Management - provides time-related services (timed notification, etc.) including maintenance of Grid Mean Time (GMT), a standard reference time across the distributed Grid.

· (others TBD)
The above are use case actors, which are roles.  A given implementation of a role - i.e., a particular software agent - may play multiple roles.  I.e., a particular software agent could be both a Registration Agent and a Broker Agent.  There will probably be multiple instances of each of the above roles (agents) distributed across the Grid.

2.2.5 Grid Administrator

The Grid Administrator (GAD) is a person, or perhaps a software component, responsible for monitoring and controlling activity across the Grid to ensure it is kept running smoothly.  The GAD is a Grid-wide System Administrator responsible for multiple nodes in the Grid.  

3 Use Case Details

The following UML Use Case shows the primary use cases.  The actors are agents and the use cases are implemented via message exchange between actors.
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Figure 3.  Use Case Diagram (UML).  Solid arrows indicate communication.  Dashed arrows indicate generalization between actors.

3.1 General Assumptions

Some additional (simplifying) assumptions this document makes as a first cut for determining use cases.  These need to be validated and also checked for consistency, etc.  They include (in no particular order):

· Assume that grid is self-contained (i.e., agents on a grid only interact with agents/resources on that grid - and possibly agents outside any grid)

· no intergrid interation (at least initially)

· Agents should be able to interact with the grid at various levels

· ranging from minimum requirements to grid-aware/grid-enabled

· Management/control of agent’s (problem-related) goals, agent teams, etc. outside scope of grid

· although Grid services may facilitate this

· Grid must support multiple, heterogeneous agent architectures concurrently (using various control strategies, ACLs, etc) - the Grid is not a an agent architecture.

· The Grid does not directly control computing resources nor can it forcibly stop/suspend/start an agent by killing/suspending/starting processes, etc. (though it could request that an agent terminate itself and so forth).  The same applies to the Grid’s moving an agent between computing nodes. 

· Access to resources is managed through Resource Management Agents (RMAs), a kind of Application Agent, via a Request directly between the requestor and RMA - i.e., not via the Grid.

· Any Grid-Aware agents can contact one another directly.

· The Grid itself does not provide mailboxes for storing messages to disconnected agents, although an Application Agent providing a Mailbox service could do this.

· There is the ability to broadcast to all or some subsets of GAs.

· Main GUIs for users are provided by specific Application Agents and hence are outside the scope of the grid.

· TBD???

Additional assumptions are described in the Use Case details.

3.2 Revision History

3.2.1 Changes in Draft 2.1

· Merged actors Grid Administrator and Grid Resource Administrator into single actor Grid Administrator

· Replaced many Application Agent-specific use cases with Grid-Aware Agent use cases, applying to both Application Agents and Grid Service Agents.  I..e., replaced Actor AA with Actor GA.

· Removed use cases specific to resources management.  These are handled instead by Requests to Application Agents that manage resources, i.e. Resource Management Agents (RMAs).  Resource requesting, releasing, etc. is now not mediated by the Grid. 

· Added subclasses of Grid Service Agents as actors (e.g., Grid Broker Agent, Grid Security Agent).

3.3 Grid-Aware Agent (GA) Use Cases

The following use cases apply to all Grid-Aware agents including Application Agents, Grid Service Agents, etc.  They are documented using UML Activity diagrams.

In the “Actions” section of each use case, the “Grid” refers to some dynamic set of Grid Service Agents (GSAs).  The particular classes of GSAs that may be involved are indicated in the Activity Diagrams.  Obviously more details on messages sent, exception conditions, timing, etc. need to be resolved.

A note on the UML Sequence Diagrams: for now we are assuming all messages are asychronous.  Also, most agents will remain active and hence should have a wide bar on their lifelines from the top to bottom. Due to some mysteries of the UML modeling tool used here, this is not always the case.

3.3.1 GA Connects to Grid (Id: GA-CTG)

Actors: GA (initiates), Grid Registration Agent, Grid Security Agent

Description:

An GA connects to the Grid in order to obtain access to other GAs, resources, and services on Grid.
Actions (also see Sequence Diagram below):

· GA identifies/registers itself to the Grid (provides id, user credentials, etc.) and requests to connect.

· Grid supplies unique ID for new agents.

· Grid authenticates GA and allows access to the Grid: Uses Authenticate Use Case.

· Grid sends GA information from Grid (relevant messages, news, events, etc.)

Variants:
· GA is connecting for first time or reconnecting

· GA connects from a node in the Grid vs. a node not in the Grid

· ???

Exceptions:

· TBD

Assumptions/Notes:

· GA not on the Grid can contact some GSA (e.g., a Grid Registration Agent) on the Grid.

· Each GA has a unique Grid ID, which persists over the life of that agent.

· A GA may have credentials from a user (or other GA).

Sequence Diagram:
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3.3.2 GA Disconnects from the Grid (Id: GA-DFG)

Actors: GA (initiates), Grid Registration Agent

Description:

An GA disconnects from the Grid permanently.
Actions (also see Sequence Diagram below):

· GA notifies Grid it plans to disconnect..

· Grid deallocates Grid resources GA has, notifies relevant GAs, etc.

Variants:
· GA is permanently disconnecting from Grid.

Exceptions:

· TBD

Assumptions/Notes:

· Need to handle an GA disconnecting without warning (via leases, polling, etc.)

· Need to expunge all references to GA.

· Any resource deallocation must be handled by disconnecting GA itself or by Resource Management Agents.

Sequence Diagram:
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3.3.3 GA Posts Request/Need to Grid (Id: GA-PRN)

Actors: GA (initiates), Grid Broker Agent, Grid Security Agent

Description:

An GA posts a request to the Grid.  This can be a subgoal/task, information need/query, etc.
Actions (also see Sequence Diagram below):

· GA sends request to Grid.

· (Depending on request) Grid checks authorization via Use Case Authorize

· Grid (at some point in the future) known potential suppliers (IDs of GAs).

Variants:
· GA updating (or deleting) previous request.

Other Scenarios:

· GA requests Grid status information (Grid returns a Grid Management Agent ID).

· GA requests resource (Grid returns ID of zero or more Resource Management Application Agents).

Exceptions:

· GA not authorized to post request of that type.

· Grid determines request can never be satisfied.

Assumptions/Notes:

· Request described in language(s) known to the GA and Grid.  This is a “topic” language (a hierarchy of terms).  
· Requests are forwarded among distributed Grid Broker Agents.
· GA can then initiate direct communication with another GA supplier, possibly via a translator.  This communication would include negotiation for the service, etc.  The Grid itself is not directly involved in this communication (except at the lowest levels of message delivery, etc.).  Translation services may be required.
· Are Grid-level ontology services needed here?  If so, would they be provided by GSAs or just AAs?
Sequence Diagram:
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3.3.4 GA Posts Capability/Service Advertisement to Grid (Id: GA-PCS)

Actors: GA (initiates), Grid Broker Agent, Grid Security Agent
Description:

An GA posts a capability to the Grid.  This can be a service advertisement, etc.
Actions (also see Sequence Diagram below):

· GA sends posting to Grid.

· (Depending on posting) Grid checks authorization via Use Case Authorize

· Grid (at some point in the future) known potential consumers (IDs of GAs).

Variants:
· GA updating (or deleting) previous posting.

Exceptions:

· GA not authorized to post capability of that type.

Assumptions/Notes:

· Capability described in language(s) known to the GA and Grid.  This is a “topic” language (a hierarchy of terms).  
· Capability advertisements are forwarded among distributed Grid Broker Agents.
· GA then can initiate direct communication with another GA consumer, possibly via a translator.  This communication would include negotiation for the service, etc.  The Grid itself is not directly involved in this communication (except at the lowest levels of message delivery, etc.).  Translation services may be required. 
· Are Grid-level ontology services needed here?  If so, would they be provided by GSAs or just AAs?
Sequence Diagram:
[image: image6.wmf]Grid-Aware 

Agent

Security Agent

Broker Agent

Use Case 

GA-PCS:

GA Posts 

Capability  or 

Service to Grid

Registration 

Agent

Posting 

forwarded 

among 

brokers

Brokers 

organized by 

location? topic? 

GA contacts 

potential 

supplier(s)

directly

In topic 

language?

Posting

Authorized?

Authorization

Posting

Potential Suppliers or Unauthorized

Potential Suppliers

May be update

(or delete) for 

previous post


3.3.5 GA Asks/Requests Another Agent  (Id: GA-AAA)

Actors: GA (requestor, initiaties), GA (requestee, receives request), Grid Security Agent (optional)
Description:

The GA requests information (including metadata) from another GA.
Actions (also see Sequence Diagram below):

· GA sends request to GA (and metadata/parameters: content language, time needed, etc.).

· GA replies.

Variants:

· Authorization needed for request: Requestee initiates Use Case Authorize.

Other Scenarios:

· GA requests resource from a Resource Management Agent (RMA), an Application Agent.

· GA req
uests status info from Grid Management Agent.

· Grid Management Agent requests status from GA.

Exceptions:

· GA not authorized to access requested info.

Assumptions/Notes:
· Request described in language(s) known to both GAs.

· This is supported by basic Ask/Tell-like comm performatives.

· Are Grid-level ontology services needed here?  If so, would they be provided by GSAs or just AAs?

Sequence Diagram:
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3.3.6 GA Makes Log/Checkpoint Entry (Id: GA-MLE)

Actors: GA (initiates), Grid Logging Agent
Description:

An GA wishes to log or checkpoint its current/recent activity.  This enables the instrumentation and visualization of agent activity.
Actions (also see Sequence Diagram below):

· GA sends activity description to Grid.

· Grid stores activity description to log.

Variants:

· TBD

Other Scenarios:

· GA cc’ing a message it is sending to another agent.

· TBD

Exceptions:

· No resources available to store log data.

· State data in unknown format, etc.

· No resources available to store state data.

· etc.

Assumptions/Notes:
· Is there a common format/language for activity descriptions? Checkpointing is a service of the Grid.  Alternatively, an GA could obtain a persistent data store resource and use it directly.  
Sequence Diagram:
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3.3.7 GA GA Sets Timer (GA-STM)

Actors: GA (initiates), Grid Event Mgmt. Agent
Description:

An GA sets a time to be notified with a particular message.  This includes setting a periodic notification.  
Actions (also see Sequence Diagram below):

· GA set timer request to Grid.

· Grid returns acknowledgement.

· Grid notifies GA at specified time.

Variants:

· TBD

Exceptions:

· Time is past, etc.

· etc.

Assumptions/Notes:
· Time specified using GMT (Grid Mean Time), a standard reference time for the Grid.  
Sequence Diagram:
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3.3.8 GA Clears Timer (GA-CTM)

Actors: GA (initiates), Grid Event Mgmt. Agent
Description:

An GA clears a previously set time.
Actions (also see Sequence Diagram below):

· GA set timer request to Grid.

· Grid returns acknowledgement.

Variants:

· TBD

Exceptions:

· TBD

Assumptions/Notes:
· Time specified using GMT (Grid Mean Time), a standard reference time for the Grid.  
Sequence Diagram:
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3.4 Application End User (AEU) Use Cases

Typically an Application End User (AEU) will interact with the Grid through an Interface Agent, an Application Agent (AA) that provides an interface to an end user.  In Use Case terminology, the AEU is an indirect actor that acts through the another (primary) actor, an AA.  The actual tasking of an AA by an AEU does not involve the Grid.

There may be several cases, however, that an AEU might interact directly with the Grid.  One of these is to use the Grid’s Visualization Services to provide a view that relates Grid activity to the user’s problem to be solved.

3.4.1 AEU Visualizes Application Agents’ Activities on Grid (Id: AEU-VAA)

The use case below may be superfluous (i.e., the Grid Management Agent could provide status to an Application Agent that has a HCI for Grid Visualization).

Actors: AEU

Description:

An AEU accesses the Grid to visualize current activity.  Visualization is provided in terms of user’s problem.
Actions:

· AEU requests status/visualization (with areas/parameters of interest).

· Grid validates request (checks parms, AEU’s authorization, etc.)

· Grid provides status/visualization

Variants:

· TBD

Exceptions:

· User not authorized for request.

· Requested info unavailable.

· etc.

Assumptions/Notes:
· HCI provided for specifying request, visualizing results, etc.
· Request described in language(s) known Grid.

3.5 Grid Service Agent (GSA) Use Cases

See Grid-Aware Agent use cases, as these also apply to GSA’s.

3.5.1 Grid Registration Agent: 

· See GA-CTG, GA-DFG above.

· Grid Registration Agent initiated use cases:

· forwarding registration among Grid Registration Agents???

· TBD

3.5.2 Grid Broker Agent

· See GA-PRN, GA-PCS above.

· Grid Registration Agent initiated use cases:

· forwarding  request/capability among Grid Broker Agents???

· TBD

3.5.3 Grid Security Agent

· Authorize Use Case - add description/diagram here.

3.5.4 Grid Management Agent

· Exert Control Use Case - add description/diagram here

· Includes starting, stopping, suspending, moving (???), a GA.

· Also may include setting security policy, etc. 

3.5.5 Grid Logging 

· Start/Stop Logging Use Case - add description/diagram here

· Purge Log - add description/diagram here

3.5.6 Grid Event Mgmt Agent

· Signal Timeout/Time Event - add description/diagram here

3.6 Grid Administrator (GAD) Use Cases

3.6.1 GAD Visualizes Status of Grid/GA(Id: GAD-VSG)

(see Use Case AEU-VAA above)

3.6.2 GAD Exerts Control on Grid Agents

This is done via an HCI on the Grid Management Agent if the GAD is a human user or an API on the Grid Management Agent if the GAD is a software system/agent.  See Use Case “Exert Control” above.

3.7 Grid Services Required

See Grid Service Agents specifed above.  Many services lie outside the (proposed) scope of the Grid and would be provided by Application Agents (or teams of Application Agents) on the Grid, rather than Grid Service Agents - e.g., services such as mediation for data sources, translation between ACLs, etc.
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